Purpose:

The purpose of this policy is to establish a single enterprise computing network for the university that provides a unified service and security model. The network can support different Network Environments, which are tailored to provide access and security for specific purposes or data types.

Scope:

This policy applies to the university’s enterprise computing network (The UF Network), which consists of interconnected Internet Protocol networks installed in facilities owned, leased, managed or occupied by the University of Florida.

Policy:

1. The UF Network is the primary computing network for the University of Florida. Networks not operated or delegated by UFIT must not be connected to the UF Network, and units or users may not extend or augment the UF Network without express authorization.

2. Devices and users must be assigned to the appropriate Network Environment.

Responsibilities:

1. Units are responsible for placing computers, devices and users in the appropriate Network Environment based up data and security requirements.

2. Data Owners are responsible for approving appropriateness of assignment of computers, devices and users to a Network Environment.

3. The Vice President and Chief Information Officer is responsible for the strategic direction, architecture and design of The UF Network and may delegate the implementation and operation of the network as needed.

4. The Vice President and Chief Information Officer is responsible for implementing systems and specifications to facilitate unit compliance with this policy.
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